
Safeguarding Update 19 March 2025 

Welcome to this week’s SMRT safeguarding update… 

WAKE UP WEDNESDAY 

Neurodiversity Celebration Week 
 
Neurodiversity Celebration Week is a worldwide initiative that challenges stereotypes and 
misconceptions about neurological differences. It aims to transform how neurodivergent individuals are 
perceived and supported by providing schools, universities, organisations, and others around the 
world with the opportunity to recognise the many skills and talents of neurodivergent individuals, while 
creating more inclusive and equitable cultures that celebrate differences and empower every 
individual. 
  
At SMRT we are celebrating Neurodiversity Celebration Week through a Year 7 poster competition and 
assembly, a Neurodiversity Celebration Week stand with giveaways for students, and winning posters 
displayed around the school. 
 
Further information can be found here: https://www.neurodiversityweek.com/resource-hub 
 

How to support young people with SEND with talking to people online 
(NSPCC) 
 
Young people use the internet to contact friends they might know from school or other activities. 
Sometimes children with special educational needs and disabilities may struggle with making friends 
when other children are not being inclusive or kind. 
 
Chatting to people online can be an easier way of making friends or finding like-minded people. 
 
It can also be easier to talk to people online without the pressure of face-to-face interaction or sensory 
input. Talking online gives children more time to process than a standard conversation. 
 
Children can chat with people they’ve met in online spaces, like on social media sites, gaming 
platforms or other online communities. But talking to people online can be risky if your child is talking 
to someone they don’t know or haven’t met before. 

 

Why might kids want to chat to people online? 
 

• To make friends if they are feeling isolated or lonely 

• To talk to people with the same interests and experiences as them 

• To talk tactics for gaming 

• To find support and advice 
 
Ask your child whether they chat with people online and what they enjoy about it. Knowing their 
reasons can help you with conversations about how to keep them safe. 

 

Using social media 
 
Social media can have a real draw for children and young people. However, the ‘unwritten rules’ of 
social media can be very confusing. This can be especially difficult for young people with SEND. 
 

https://www.neurodiversityweek.com/resource-hub
https://www.nspcc.org.uk/keeping-children-safe/online-safety/social-media/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/online-games/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/social-media/
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Children know that saying unkind words isn’t a nice thing to do. But social media can be more subtle in 
the way it can cause upset. Children can exclude others from groups online or on group chats. And 
sometimes something as little as not commenting on or liking a photo can cause an argument. 
 
Talk to your child about their understanding of the ‘unwritten rules’ of social media and talking to 
people online. Ask them if they have ever felt left out, excluded, or confused by how other children use 
social media. 
 
The online world makes it easier for people to be anonymous. People might behave in a way they 
wouldn’t do offline and say unkind things they wouldn’t say to someone’s face. When someone 
repeatedly sends unkind messages to another person this is called cyberbullying or trolling.  
 
Accounts or people that behave in this way, might not always be telling the truth about who they are. 
They might use another person’s pictures, a different name, a different location or be lying about their 
age. This can make it harder for the person sending the messages to be reported or blocked from the 
platform. 
 

"Encourage safe friendships and make them aware if this changes and this person 
starts asking for things or shows threatening behaviour, how to report." 

 
Parent of a 13 year old 

 
As well as speaking to your child about people they haven’t met, you should also remind them that 
even people they know offline, such as friends from school or clubs, might behave differently online. 
 
For example, someone might pretend to be a friend but is using that relationship to be mean to, 
manipulate or exploit someone who is more ‘vulnerable’ than them. A person might use the social 
isolation or low self confidence that someone has to their advantage. 
 
Make sure to regularly check in with your child about who they’re talking to online and what kind of 
things they chat about. Exploitative friendships, sometimes known as ‘mate crime’, can happen in 
different ways but might include:  
 

• Pressuring people to give money 

• Asking someone to share things about themselves that should be private 

• Asking some to share images, videos or livestreams that are considered sexual 

 
 
To support your child, help them build an understanding of how some people can behave online, and 
remind them that you’re always there for them if they want to talk. Our Friendships activity could help 
with this conversation. 

 
"Talk through what happened, what was said or anything that they may have seen that 

has been upsetting or confusing." 
 

Parent of a 16 year old 
 

Online chat rooms and children with SEND 
 
There are some online platforms that have been created specifically for children to chat with other 
people their own age such as PopJam. However, they are often not moderated and don’t require much 
information to sign up. This means it can be easy for adults to access them. 
 

https://www.nspcc.org.uk/what-is-child-abuse/types-of-abuse/bullying-and-cyberbullying/
https://www.nspcc.org.uk/globalassets/documents/online-safety/online-safety---downloadable-resources/friendships-online-resource.pdf
https://www.nspcc.org.uk/keeping-children-safe/online-safety/social-media/chat-apps/
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These sites are easy to find on Google and because they say they are ‘kids only’, a child might sign up 
thinking that it’s ok. Children who might not use social media yet, might be interested as a way to chat 
to people online and make friends. 
 
You should talk to your child about people on sites like this. Tell them to come to you before they start 
using a new app, site or game and use the Family Agreement to support this. These sites can be risky 
and we wouldn’t recommend children under 18 use them. 

 

Know how to block, mute and report 
 
When someone sends you something upsetting online, the best thing to do is stop responding and 
remove yourself from the conversation. 
 
Showing your child how to report, block and mute users on their favourite platform is a good way to 
help them feel prepared if they ever receive something unkind online. 

 
"It is important children feel they can report comments that have upset them." 

 
Parent of an 18 year old 

 
Remind your child to report any comment, video, or image they see that upsets them or that could 
upset someone else. Muting is an option available on some platforms such as Instagram and X. 
 
When you Mute an account the other user can still send you messages and see your account, but you 
won’t be able to see their posts or messages on your timeline or inbox. It can also be a good way to 
hide a message without notifying the other person. 
 
Blocking is a good tool to use if your child is contacted by someone they don’t know offline or someone 
that keeps sending them unkind messages.  While muting stops you from seeing what someone says 
unless you look for it, blocking stops them from being able to communicate with you or see what you 
are doing. 
 

Apps that connect you with adults 
 
Some children might want to use apps like Kik and Hoop to chat to others online. These apps are 
similar to dating apps and use your location to connect you with people nearby. It is very likely that 
children could be contacted by someone they don’t know on apps like these. 
 

• These apps use video chat so it can be easy for children to come across images, videos and 
messages they could find upsetting and video chat with someone they don’t know. 

• It is easy for kids to get access to these apps by putting in a different age when they make an 
account. 

• You are not required to register so it’s easy for kids to access it. Parents and carers should be 
aware that there is an ‘unmoderated’ area of the site that contains adult conversation and 
inappropriate content. This site is not suitable for kids under the age of 18. 

• Talk to your child about whether they have used Kik, Hoop or similar apps. If they have, talk 
about the risks involved. If they haven’t, talk through why these apps and sites are risky. 

 

How to help children with SEND play online games safely 
 
Many parents and carers worry about who their child might meet when playing games online or using 
social media. Look at setting up parental controls and privacy settings to interact with others safely, 
starting with playing with those they know offline or in a space that is just for them and their friends. 

 

https://www.nspcc.org.uk/keeping-children-safe/online-safety/livestreaming-online-video-apps/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/parental-controls/
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"If you know other parents, set up set times for playing in secure rooms." 
 

Parent of a 13 year old 
 
For social media, if age-appropriate, this can be a private account which connects your child to those 
they know offline, like friends from school or family members. Talk to your child about what is 
appropriate for them to share on social media and agree some rules around when they can use it. 
Remind them that everything they post online can be traced back to them so it’s important to think 
before you post anything on your account.  And make sure they know they can always come to you if 
they have any questions about anything they see online. 
 
Most devices have settings that let you set restrictions around what sites your child can access. Be 
open with your child about these settings if you choose to enable them and explain that they’ll help 
keep them safe when they’re spending time online. Filling in our Family Agreement is a good way of 
supporting these conversations. 
 
Are you used to using Photo Symbols to help your child?  We have a Helping your child with 
cyberbullying in games conversation starter to help you.  
 

Things to look out for 
 
Talking to people online can be an important lifeline for some children, especially if they struggle to 
make friends in-person. 
 
 
But sometimes friends can take advantage or be unkind. Keep talking to your child about their 
friendships online and let them know they can talk to you about anything that has upset them. 
 
Being exploited online could include: 
 

• Pressuring people to give money 

• Asking someone to share things about themselves that should be private 

• Asking someone to share images, videos or livestreams that are considered sexual. 
 

 

 

  

As always, if you have any immediate concerns about safeguarding issues, 
students, or the school site, please get in touch via:  

 
safeguarding@smrt.bristol.sch.uk 

 

https://www.nspcc.org.uk/globalassets/documents/online-safety/online-safety---downloadable-resources/cso_familyagreement_interactive_jan2022.pdf
https://www.nspcc.org.uk/globalassets/documents/online-safety/online-safety---downloadable-resources/cso_send_cyberbullying-visual-article_jan2022.pdf
https://www.nspcc.org.uk/globalassets/documents/online-safety/online-safety---downloadable-resources/cso_send_cyberbullying-visual-article_jan2022.pdf
mailto:safeguarding@smrt.bristol.sch.uk

