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Welcome to this week’s SMRT safeguarding update… 

WAKE UP WEDNESDAY 

WhatsApp Guidance 
Welcome back to Term 4! We hope that students have had a good break and that they are feeling 

refreshed. With many students keeping in touch via social media and messaging services, we are 

offering some key information about WhatsApp for Parents and Carers. Please note that the user age 

limit for WhatsApp was lowered by Meta from 16+ to 13+ in April 2024.  

Alongside snapchat, WhatsApp is the most popular form of messaging service that teenagers use in 

the UK. While parents and carers of students at SMRT make their own choice about whether their 

children use the App, many of the friendship issues that occur between young people happen online. 

According to Ofcom’s most recent Media Use and Attitudes Report, roughly 55% of 3-17-year-olds in 

the UK are using WhatsApp as their primary messaging service. Not only does that make WhatsApp 

the most popular messaging platform among children and young people in the UK; it also means that 

of the app’s approximately three billion users, over seven million of them are British youngsters – 

keeping in touch with friends and family, but also being exposed to its various risks 

What is WhatsApp? 

WhatsApp started out as a text messaging service in 2009. It quickly gained in popularity due to the 
fact users can send messages through an internet connection, rather than having to use up credit, or 
rely on a mobile signal. 

The latest Status feature update allows users to share photos and videos with their contacts. Similar to 
other photo and video sharing apps, users can add text, stickers and drawings to their photos and 
videos to personalise them. Once added to a user’s Status, other contacts can view it for up to 24 
hours. 

Privacy 

There are several privacy options a user can choose from, to take more control over which people or 
groups can see their status post. Access this feature by clicking the ‘Privacy’ tab in the top left corner 
of the Status page. 

Groups users can share their Status with include: 

• My Contacts – Status available to all contacts added on WhatsApp 
• My Contacts Except… – Status available to all contacts except those selected by the user 
• Only Share With … – Status only available to contacts selected by the user 

While this feature is an easy way to control who gets to see a post initially, it’s important for young 
people to remember that anyone who does see images on a Status has the opportunity to take a 
screen shot and re-share it elsewhere. Our core message to young people is to think before you post, 
to consider where a post might end up, and who might see it. 
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Reporting and blocking 

In recent updates, WhatsApp switched to providing end-to-end encryption. This means that only the 
users communicating with each other – nobody else in between, including WhatsApp – are able to see 
any text, photos or videos shared either in a message or in a Status. 

This move was made with privacy in mind. Due to the fact WhatsApp cannot look at messages or 
posts, there are further actions users need to take in order to report abusive, inappropriate or illegal 
content. 

Access the report page by choosing: 

• ‘Settings’ > ‘About and Help’ > ‘Contact Us’ 

There is an option on the app to attach a screenshot so that WhatsApp can see the content being 
reported. WhatsApp’s website states “This feature is primarily for reporting problematic content on the 
app as WhatsApp do not have the contents of messages available to them, which limits their ability to 
verify the report and take action.” 

Due to the limits imposed by end-to-end encryption, WhatsApp encourages users to contact 
appropriate law enforcement if they, or another user, is at risk of emotional or physical harm and to 
also share any screenshots and other details with them. 

WhatsApp does provide the ability to block contacts, so they are unable to make future contact with 
you. This can be done through the app, by choosing: 

• ‘Settings’ > ‘Account’ > ‘Privacy’ > ‘Blocked’ 

Tools to stay safe 

Online communication and interaction are fun and important parts of young people’s lives, so it is vital 
we equip them with the knowledge and behaviour to keep themselves safe. Childnet suggest the 
following advice to discuss with young people: 

• Only accept/add contacts who you know and trust in the offline world 
• Think before you post and remember that things you post privately could potentially end up 

being shared publicly 
• Keep personal information private 
• Be a good friend and show respect and kindness online 
• Talk to a trusted adult if anything worries you or upsets you online 

How to make a report 

If you need to make a report about any issues that have happened online, please use the link below 
for guidance and please let us know as a safeguarding team so that we can offer support to the 
student. 

https://www.childnet.com/help-and-advice/how-to-make-a-report/ 

 

https://www.childnet.com/help-and-advice/how-to-make-a-report/


Safeguarding Update 26 February 2025 

How to report an online issue to the police 

https://www.ceop.police.uk/ceop-reporting/ 

  

As always, if you have any immediate concerns about safeguarding issues, 
students, or the school site, please get in touch via:  

 
safeguarding@smrt.bristol.sch.uk 

 

https://www.ceop.police.uk/ceop-reporting/
mailto:safeguarding@smrt.bristol.sch.uk
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